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ABSTRACT:

A new adaptive least-significant bit (LSB) steganographic method using pixel-value differencing (PVD) provides a larger embedding capacity and imperceptible stegoimage. The method exploits the difference value of two consecutive pixels to estimate how many secret bits will be embedded in to the two pixels. Pixels located in the edge areas are embedded by a k-bit LSB substitution method with a larger value of k than that of the pixels located in smooth areas. 
The range of difference values is adaptively divided into lower level, middle level, and higher level. For any pair of consecutive pixels, both pixels are embedded by the k-bit LSB substitution method. However, the value k is adaptive and is decided by the level, which the difference value belongs to. In order to remain at the same level where the difference value of two consecutive pixels belongs, before and after embedding a delicate readjusting phase is used. It provides both larger embedding capacity and higher image quality.
Index Terms-Adaptive least-significant-bit (LSB) substitution, Pixel-Value Differencing (PVD), Steganography,PSNR-Peak-Signal-Noiseratio.

INTRODUCTION:

The Internet is becoming increasingly popular as a communication channel. However, message transmissions through the Internet have some problems, such as information security, copyright protection etc.Therefore, we need a secure communication method to transmit messages through the Internet. Encryption is one way. However, encryptions result in a disordered and confusing message and make 
it suspicious enough to attract eavesdroppers. Steganographic methods overcome this problem by hiding the secret information behind a cover, and the result does not attract any special attention. 
A well-known steganographic method is the least-significant-bit (LSB) substitution. This method embeds secret data by replacing k LSBs of a pixel with k secret bits directly. However, not all pixels can tolerate an equal amount of change. As a result, many new sophisticated LSB approaches have been proposed to improve this drawback. Some of these methods use the concept of human vision to increase the quality of the embedded stegoimage.
Another Steganographic method which is based on the information of neighboring pixels.In this approach the number of bits embedded in to the target pixel Px is determined by the difference value of its neighboring pixels Pu and Pl.where Pu is the upper pixel of Px and Pl is the left pixel of Px. 
A novel adaptive steganographic method for hiding data in gray images is proposed. Our method obeys the basic concept that edge areas can tolerate more changes than smooth areas, and our method can embed a large number of secret data and maintain high qualities of the stegoimages. First, some ranges are predefined by users. Then, all pixels are embedded by the LSB replacement method with different numbers of secret bits. Given two neighbor pixels, the number of embedding bits is evaluated by the range which their difference value falls into. In addition, in order to increase the quality of stegoimages, a more skilful method is proposed to readjust the pixel values when embedding results cause the difference values to fall into another range. 

The embedding strategy of our adaptive LSB substitution approach is based on the concept that edge areas can tolerate a larger number of changes than smooth areas. Similar to Wu and Tsai’s scheme pixel-value differencing is used to distinguish between edge areas and smooth areas. The range [0, 255] of difference values is divided into different levels, for instance, lower level, middle level, and higher level. For any two consecutive pixels, both pixels are embedded by the k-bit LSB substitution,

but the value k is decided by the level which their difference value belongs to. A higher level will use a larger value of k. In order to improve the quality of the stegoimages, we apply the well-known LSB substitution method, called the modified LSB substitution method.The concept of the modified LSB substitution is to increase or decrease the most-significant-bit (MSB) part by 1 for reducing the square error between the original pixel and the embedded pixel. In order to extract data exactly, the difference values before and after embedding must belong to the same level. If the difference value changes into another level after embedding, a readjusting phase is used to readjust the pixel values. The embedding and extracting procedures are described in the following subsections.

Embedding Procedure:

The cover images used in our method are 256 gray values. The difference value is computed for every nonoverlapping block with two consecutive pixels. The way of partitioning the cover image into two-pixel blocks runs through all of the rows

in a raster scan. Prior to the embedding procedure, the range [0,255] must be divided into different levels. Data Embedding has the following steps,
· Calculate the difference value di  for each block with two consecutive pixels, say pi and p i+1
· From the division find out the level to which di  belongs to.
· By the k-bit LSB substitution method, embed k-secret into pi   and k-secret bits into pi+1.
· Apply the modified LSB substitution method to the embedded pixels.again calculate the new difference.

· If  the difference value before and after embedding belongs to different levels, then execute the readjusting phase
Readjusting phase is a method that is used to adjust the pixel values in order to improve the quality of the stego image.

Extracting Procedure:
In Data Extraction the stegoimage is partitioned into nonoverlapping blocks with two consecutive pixels,and the process of extracting the embedded message is the same as the embedding process
· Calculate the difference value for each block with two consecutive pixels

· From the division method find out the level to which the difference value belongs to.

· From the k-bit LSB of a pixel, extract k secret bits from embedded pixel pi and the next k secret bits from embedded pixel pi+1.
Two types of division methods:

· Lower level and Higher level:

	lower
	higher

	R1=[0,15]
	R2=[16,255]


Lower level includes range R1 and Higher level includes range R2
· Lower level,Higher level and Middle level:

	Lower
	Middle
	Higher

	R1=[0,15]
	R2=[16,31]
	R3=[32,255]


Lower level includes range R1,Middle level includes range R2 and Higher level includes range R3.
CONCLUSION:
In the previous work, we developed  the  new adaptive LSB substitution method to embed secret data into gray images without making a perceptible distortion. Pixels located in edge areas are embedded by k-bit LSB substitution method with a larger value of k than that of the pixels located in smooth areas. The PVD approach is used to distinguish between edge areas and smooth areas, and the level of difference value is defined by the user. Also, a delicate readjusting phase is proposed to maintain the same level to which the difference value of a pair of pixels belongs to, before and after embedding. It obtains both larger capacity and higher image quality.
Finally the proposed mechanism used images as the secret data ,where image is  hidden inside image .we have performed the Pixel Value Differencing and Least Significant Bit methods in image data’s along with PSNR calculation
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